
546 

10 CFR Ch. I (1–1–15 Edition) § 73.58 

(3) The personal information ob-
tained on an individual from a criminal 
history record check may be trans-
ferred to another licensee: 

(i) Upon the individual’s written re-
quest to the licensee holding the data 
to re-disseminate the information con-
tained in his/her file; and 

(ii) The gaining licensee verifies in-
formation such as name, date of birth, 
social security number, sex, and other 
applicable physical characteristics for 
identification. 

(4) The licensee shall make criminal 
history records obtained under this 
section available for examination by 
an authorized representative of the 
NRC to determine compliance with the 
regulations and laws. 

(5) The licensee shall retain all fin-
gerprint and criminal history records 
received from the FBI, or a copy if the 
individual’s file has been transferred, 
on an individual (including data indi-
cating no record) for one year after ter-
mination or denial of unescorted access 
to the nuclear power facility, the non- 
power reactor facility, or access to 
Safeguards Information. 

(g) Fingerprinting requirements for 
unescorted access for non-power reactor 
licensees. (1) No person shall be per-
mitted unescorted access to a non- 
power reactor facility unless that per-
son has been determined by an NRC-ap-
proved reviewing official to be trust-
worthy and reliable based on the re-
sults of an FBI fingerprint-based crimi-
nal history records check obtained in 
accordance with this paragraph. The 
reviewing official is required to have 
unescorted access in accordance with 
this section or access to Safeguards In-
formation. 

(2) Each non-power reactor licensee 
subject to the requirements of this sec-
tion shall obtain the fingerprints for a 
criminal history records check for each 
individual who is seeking or permitted: 

(i) Unescorted access to vital areas of 
the non-power reactor facility; or 

(ii) Unescorted access to special nu-
clear material in the non-power reactor 
facility provided the individual who is 
seeking or permitted unescorted access 
possesses the capability and knowledge 
to make unauthorized use of the spe-
cial nuclear material in the non-power 
reactor facility or to remove the spe-

cial nuclear material from the non- 
power reactor in an unauthorized man-
ner. 

[52 FR 6314, Mar. 2, 1987; 52 FR 7821, Mar. 13, 
1987] 

EDITORIAL NOTE: For FEDERAL REGISTER ci-
tations affecting § 73.57, see the List of CFR 
Sections Affected, which appears in the 
Finding Aids section of the printed volume 
and at www.fdsys.gov. 

§ 73.58 Safety/security interface re-
quirements for nuclear power reac-
tors. 

(a) Each operating nuclear power re-
actor licensee with a license issued 
under part 50 or 52 of this chapter shall 
comply with the requirements of this 
section. 

(b) The licensee shall assess and man-
age the potential for adverse effects on 
safety and security, including the site 
emergency plan, before implementing 
changes to plant configurations, facil-
ity conditions, or security. 

(c) The scope of changes to be as-
sessed and managed must include 
planned and emergent activities (such 
as, but not limited to, physical modi-
fications, procedural changes, changes 
to operator actions or security assign-
ments, maintenance activities, system 
reconfiguration, access modification or 
restrictions, and changes to the secu-
rity plan and its implementation). 

(d) Where potential conflicts are 
identified, the licensee shall commu-
nicate them to appropriate licensee 
personnel and take compensatory and/ 
or mitigative actions to maintain safe-
ty and security under applicable Com-
mission regulations, requirements, and 
license conditions. 

[74 FR 13987, Mar. 27, 2009] 

§ 73.59 Relief from fingerprinting, 
identification and criminal history 
records checks and other elements 
of background checks for des-
ignated categories of individuals. 

Fingerprinting, and the identifica-
tion and criminal history records 
checks required by section 149 of the 
Atomic Energy Act of 1954, as amend-
ed, and other elements of background 
checks are not required for the fol-
lowing individuals prior to granting ac-
cess to Safeguards Information, includ-
ing Safeguards Information designated 
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Nuclear Regulatory Commission § 73.60 

as Safeguards Information-Modified 
Handling as defined in 10 CFR 73.2: 

(a) An employee of the Commission 
or the Executive Branch of the United 
States government who has undergone 
fingerprinting for a prior U.S. govern-
ment criminal history records check; 

(b) A member of Congress; 
(c) An employee of a member of Con-

gress or Congressional committee who 
has undergone fingerprinting for a 
prior U.S. government criminal history 
records check; 

(d) The Comptroller General or an 
employee of the Government Account-
ability Office who has undergone 
fingerprinting for a prior U.S. Govern-
ment criminal history records check; 

(e) The Governor of a State or his or 
her designated State employee rep-
resentative; 

(f) A representative of a foreign gov-
ernment organization that is involved 
in planning for, or responding to, nu-
clear or radiological emergencies or se-
curity incidents who the Commission 
approves for access to Safeguards In-
formation, including Safeguards Infor-
mation designated as Safeguards Infor-
mation—Modified Handling; 

(g) Federal, State, or local law en-
forcement personnel; 

(h) State Radiation Control Program 
Directors and State Homeland Security 
Advisors or their designated State em-
ployee representatives; 

(i) Agreement State employees con-
ducting security inspections on behalf 
of the NRC pursuant to an agreement 
executed under section 274.i. of the 
Atomic Energy Act of 1954, as amend-
ed; 

(j) Representatives of the Inter-
national Atomic Energy Agency 
(IAEA) engaged in activities associated 
with the U.S./IAEA Safeguards Agree-
ment who have been certified by the 
NRC; 

(k) Any agent, contractor, or con-
sultant of the aforementioned persons 
who has undergone equivalent criminal 
history records and background checks 
to those required by 10 CFR 73.22(b) or 
73.23(b). 

(l) Tribal official or the Tribal offi-
cial’s designated representative, and 
Tribal law enforcement personnel. 

[73 FR 63580, Oct. 24, 2008, as amended at 77 
FR 34206, June 11, 2012] 

§ 73.60 Additional requirements for 
physical protection at nonpower re-
actors. 

Each nonpower reactor licensee who, 
pursuant to the requirements of part 70 
of this chapter, possesses at any site or 
contiguous sites subject to control by 
the licensee uranium–235 (contained in 
uranium enriched to 20 percent or more 
in the U–235 isotope), uranium–233, or 
plutonium, alone or in any combina-
tion in a quantity of 5000 grams or 
more computed by the formula, 
grams=(grams contained U–235)+2.5 
(grams U–233+grams plutonium), shall 
protect the special nuclear material 
from theft or diversion pursuant to the 
requirements of paragraphs 73.67 (a), 
(b), (c), and (d), in addition to this sec-
tion, except that a licensee is exempt 
from the requirements of paragraphs 
(a), (b), (c), (d), and (e) of this section 
to the extent that it possesses or uses 
special nuclear material that is not 
readily separable from other radio-
active material and that has a total ex-
ternal radiation dose rate in excess of 
100 rems per hour at a distance of 3 feet 
from any accessible surface without in-
tervening shielding. 

(a) Access requirements. (1) Special nu-
clear material shall be stored or proc-
essed only in a material access area. 
No activities other than those which 
require access to special nuclear mate-
rial or equipment employed in the 
process, use, or storage of special nu-
clear material, shall be permitted 
within a material access area. 

(2) Material access areas shall be lo-
cated only within a protected area to 
which access is controlled. 

(3) Special nuclear material not in 
process shall be stored in a vault 
equipped with an intrusion alarm or in 
a vault-type room, and each such vault 
or vault-type room shall be controlled 
as a separate material access area. 

(4) Enriched uranium scrap in the 
form of small pieces, cuttings, chips, 
solutions or in other forms which re-
sult from a manufacturing process, 
contained in 30-gallon or larger con-
tainers, with a uranium-235 content of 
less than 0.25 grams per liter, may be 
stored within a locked and separately 
fenced area which is within a larger 
protected area provided that the stor-
age area is no closer than 25 feet to the 
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